

**KLAUZULA INFORMACYJNA**

 **MONITORING WIZYJNY**

Zgodnie z art.13 ust 1 i 2 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679  z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych), zwanego RODO informuję, że:

1. Administratorem Pani/Pana danych osobowych jest **Szkoła Podstawowa nr 1 z siedzibą w Miechowie, ul. M.Konopnickie 13, reprezentowana przez Dyrektora Szkoły**, tel. 41 3831259, mail: **sekretariat@jedynkamiechow.pl**
2. Administrator powołał Inspektora Ochrony Danych, kontakt: **iod@ewartbhp.pl.**
3. Na terenie placówki wprowadzony jest szczególny nadzór  w postaci środków technicznych umożliwiających rejestrację obrazu (monitoring wizyjny). Monitoring prowadzony jest całodobowo.
4. Monitoring stosowany jest w celu zapewnienia bezpieczeństwa uczniów i pracowników Szkoły, osób przebywających na terenie placówki i ochrony mienia.
5. Dane osobowe są przetwarzane na podstawie:
	* art. 6 ust. 1 lit. c RODO- obowiązek prawny ciążący na administratorze,
	* art. 6 ust. 1 lit e RODO- wykonywanie zadania realizowanego w interesie publicznym,
	* w zw. z  przepisami Prawa oświatowego tj. art. 108 a w zw. z art. 68 ust. 1 pkt 6.
6. Monitoring obejmuje: np. ciągi komunikacyjne, stołówkę, teren zewnętrzny: parking, dziedziniec przed wejściem głównym, boisko szkolne.
7. Zapisy z monitoringu przechowywane będą przez okres nie dłuższy niż 3 miesiące.
8. Dane zarejestrowane na nośniku mogą być udostępniane wyłącznie upoważnionym instytucjom w zakresie prowadzonych przez nie spraw czy postępowań (np. Policji, Sądom, Prokuraturom oraz innym podmiotom prowadzącym czynności dochodzeniowo-śledcze), na podstawie pisemnego wniosku.
9. Odbiorcami Pani/Pana danych osobowych mogą być podmioty uprawnione do uzyskania danych osobowych na podstawie przepisów prawa, w szczególnych przypadkach na podstawie właściwie skonstruowanych, zapewniających bezpieczeństwo danym osobowym, umów powierzenia danych do przetwarzania.
10. Osoba zarejestrowana przez system monitoringu ma prawo do dostępu do danych osobowych. Zapis monitoringu nie może być udostępniony wszystkim osobom bezpośrednio zainteresowanym wyjaśnieniem zdarzenia, ze względu na brak możliwości anonimizacji innych zarejestrowanych przez system monitoringu osób, których ujawnienie mogłoby doprowadzić do naruszenia ich praw i wolności.
11. Każdemu, kto uzna, że przetwarzanie danych osobowych narusza przepisy RODO przysługuje prawo wniesienia skargi do Organu Nadzorczego tj. Prezesa Urzędu Ochrony Danych Osobowych.
12. Dane nie będą przetwarzane w sposób zautomatyzowany w tym również w formie profilowania.
13. Dane osobowe nie będą przekazywane do państwa trzeciego lub organizacji międzynarodowej.